**«ИНТЕРНЕТ-БЕЗОПАСНОСТЬ ДЕТЕЙ**

**ДОШКОЛЬНОГО ВОЗРАСТА»**

**(ПАМЯТКА ДЛЯ РОДИТЕЛЕЙ)**

Дошкольный возраст - это период активного освоения социального пространства. У детей этого возраста обычно открытая натура и положительный взгляд на мир. Они готовы к новым познаниям и творчеству, доверяют авторитету взрослых и сильно зависят от них при общении с окружающим миром, в том числе и компьютерным (поиске детских сайтов и игр, интерпретации информации из Интернета или отправке электронной почты).

**Совет 1:** Внимательно относитесь к действиям вашего ребенка в «мировой паутине»:

* Ребенок дошкольного возраста должен выходить в Интернет только под присмотром родителей (или других взрослых, например, старших братьев и сестер).
* Старайтесь активно участвовать в общении ребенка с Интернет, особенно на этапе освоения.
* Беседуйте с ребенком о том, что нового для себя он узнает с помощью Интернет, чтобы вовремя предупредить угрозу.

**Совет 2.** Информируйте ребенка о возможностях и опасностях, которые несет в себе сеть:

* Расскажите ребенку о конфиденциальности. Научите его никогда не

- выдавать свои личные данные, пароли, сообщать адрес, телефон, информацию о семье и о родителях;

- открывать вложения из писем, пришедших с незнакомых адресов;

- переходить по незнакомым ссылкам и нажимать на баннеры и всплывающие окна;

- отсылать кому бы то ни было свои фотографии;

- встречаться с виртуальными знакомыми без контроля родителей.

* Объясните ребенку, что в Интернете как в жизни встречаются и «хорошие», и «плохие» люди. Объясните, что если ребенок столкнулся с негативом или насилием от другого пользователя Интернет, ему нужно сообщить об этом близким людям.
* Научите ребенка внимательно относиться к скачиванию платной информации и получению платных услуг из Интернет, особенно путем отправки sms, – во избежание потери денег.

**Совет 3:** Выберите удобную форму контроля пребывания вашего ребенка в Сети:

* Добавьте сайты, которые вы часто посещаете с ребенком, в список Избранное (Favorites), чтобы создать для детей личную интернет-среду.
* Используйте рассчитанные на детей поисковые машины (наподобие MSN Kids Search) или поисковые машины с фильтрами информации.
* Установите на ваш компьютер необходимое программное обеспечение – решение родительского контроля и антивирус.
* Используйте средства блокирования нежелательного материала (напри-

мер, MSN Premium's Parental Controls) как дополнение (не замену) к родительскому

контролю.

* Помогите защитить детей от назойливых всплывающих окон с помощью специальных программ. Это функция также встроена в Windows XP с последним обновлением и в панель инструментов MSN.

**Совет 4:** Регулярно повышайте уровень компьютерной грамотности, чтобы знать, как обеспечить безопасность детей:

* Используйте удобные возможности повышения уровня компьютерной и Интернет грамотности, например, посещение курсов, чтение специальной литературы, консультации с экспертами.

**СПИСОК ТЕРМИНОВ**

• **Аккаунт**(англ.- account) – учетная запись, регистрационная запись.

• **Антивирус**– специализированная программа для обнаружения компьютерных вирусов, а также нежелательных (считающихся вредоносными) программ вообще и восстановления заражённых (модифицированных) такими программами файлов, а также для профилактики – предотвращения заражения (модификации) файлов или операционной системы вредоносным кодом.

• **Браузер**– программа, позволяющая просматривать страницы в сети Интернет. Самые популярные Opera, Mozilla Firefox, Google Chrome, Internet Explorer.

• **Веб-сайт** (англ. Website, от web – паутина и site – «место») в компьютерной сети. Когда говорят «своя страничка в Интернет», то подразумевается целый веб-сайт или личная страница в составе чужого сайта. Кроме веб-сайтов в сети Интернет так же доступны WAP-сайты для мобильных телефонов.

• **Виртуальный собеседник**(англ. chatterbot) – это компьютерная программа, которая создана для имитации речевого поведения человека при общении с одним или несколькими пользователями.

• **Всемирная паутина**– это все веб-сайты Интернета.

• **Интернет**– всемирная система объединённых компьютерных сетей для хранения и передачи информации.

• **Кибербуллинг**– травля через Интернет, электронную почту, СМС и т. д., агрессивное преследование одного из членов коллектива (школьников или студентов) со стороны остальных членов коллектива или его части.

• **Логин**(от английского log in — «входить в») – это имя, которое вы выбираете для регистрации в системе или имя, которое система вам сама присваивает. Каждый пользователь в системе имеет свой уникальный логин. Он помогает системе и другим пользователям отличить одного пользователя от другого.

• **Он-лайн игры**– игровой процесс основан на взаимодействии с другими игроками и игровым миром, требующий постоянного подключения к Интернету.

• **Пароль**– набор символов, известный только одному пользователю, необходимый для авторизации (для «входа») на сайте.

• **Персональная страница**(персональный сайт) – совокупность Web-страниц, с содержанием, описывающим сферу интересов какого-либо человека (группы лиц), обычно созданная им самим.

• **Посетители**– количество уникальных посетителей, побывавших на страницах вашего ресурса.

• **Почтовый ящик**- дисковое пространство на почтовом сервере, выделенное для хранения, отправки писем пользователя и т.д. (приходящих на его адрес и подлежащих отправке).

• **Родительский контроль**– это программы и службы, которые позволяют родителям и опекунам отслеживать, как ребенок использует компьютер: от фильтрации веб-содержимого и управления контактами электронной почты до ограничений на общение через Интернет. Цель таких средств — обеспечить безопасность ребенка в Интернете, и эти инструменты иногда называют семейными настройками и настройками семейной безопасности. Windows 7, Windows Vista, Xbox 360, Xbox Live, Bing и другие продукты Microsoft включают встроенные настройки семейной безопасности.

• **Сервер**(Web-сервер) -1) Компьютер или специализированное устройство в сети со специальным программным обеспечением, обеспечивающий доступ многих пользователей к расположенной на нем информации и функционирование любых необходимых сервисов Интернет: http (сайт), E-mail (электронная почта), конференции, ftp и т.п. Для размещения сайта в Интернет необходим веб-сервер с поддержкой как минимум сервиса http.

2) Сайт, крупный информационный ресурс Интернета.

• **Спам**(англ. spam) – рассылка коммерческой и иной рекламы или иных видов сообщений лицам, не выражавшим желания их получать, незапрошенные или нежелательные письма.

• **Социальные сети**– сайты в Интернете, на которых рядовые пользователи заводят свои странички для общения с друзьями. Одна из обычных черт социальных сетей – система «друзей» и «групп». Самые популярные русскоязычные: ВКонтакте, Одноклассники, Мой Мир, Мой Круг, ЖЖ и др.

• **Тролли, троллинг**– (от англ. trolling — «ловля на блесну») – размещение в Интернете провокационных сообщений с целью вызвать конфликты между субъектами, взаимные оскорбления и т. п.

• **Файлы, скачивание**. Вся информация в компьютере сохраняется в виде файлов. Это могут быть текстовые файлы, музыкальные, видео, графические, мультимедийные и проч. Файлы можно создавать, копировать, пересылать (например, по электронной почте), выкладывать на сайт для скачивания, скачивать, то есть сохранять на свой компьютер.

• **Фишинг**(от английского fish — «ловить рыбу») – вид мошенничества в интернете, когда у пользователя пытаются узнать логины и пароли.

• **Хиты**– количество просмотров страниц, на которых побывали посетители ресурса.

• **Хостинг**(hosting) - Услуга по предоставлению интернет-сервера и обеспечению его круглосуточной работоспособности.

• **Хосты**– количество посетителей с уникальным IP-адресом.

• **Электронная почта**(англ. email, e-mail, от англ. electronic mail) – технология и предоставляемые ею услуги по пересылке и получению электронных сообщений (называемых «письма» или «электронные письма») по распределённой (в том числе глобальной) компьютерной сети.